24/

cyber incident
and data breach
response hotline

Scan to save the
number in your
address book.

] +370 630 71200
incident@sorainen.com

SORAINEN

Facing an incident? What is a cyber incident?

Contact us — we will immediately assess Cyber threats are evolving rapidly. Rules are being reshaped by artificial
the situation and initiate actions: intelligence and social engineering.

e System compromise by malware (including ransomware)
Conduct a risk analysis, assess

the scale of the damage, and * Fraudulent attacks (phishing)
identify potential consequences Data theft or leak

Prepare a crisis-management Service disruption (DDoS)

plan with your team

Supply chain attacks

Provide recommendations on
third-party involvement and
coordinate their work: IT 1

partners, cybersecurity
specialists, crisis-communication
and negotiation experts

Assist in notifying supervisory | b
authorities and affected . .
individuals Fast Confidential 24/7

By coordinating legal, PR, IT, ~ Your communications with the law  We operate around the
Support you throughout the and cybersecurity expert firm are protected by legal privilege, clock, every day of the
cyber—risk insurance claims teams, we provide urgent WhIC|I’1I is e§pec‘|ally grumal in week.

support during the critical sensitive situations like cyber

process early stages of a crisis. incidents.



Prepare in
advance

Don’t wait for an incident —
ensure your organization’s
cyber resilience today.

With the support of
trusted external experts,
we can help you:

Team

; Counsel

f

i<
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m lIrma Kunické

Sidas Sokolovas
" Senior Associate

“‘ sidas.sokolovas@sorainen.com

SORAINEN

Raminta Matulyté

raminta.matulyte@sorainen.com

Migle PetkeviCiene
Partner
migle.petkeviciene@sorainen.com

Contact us now

to discuss how we can help your business prepare. @ sorainen.com/incident

e Assess requirements specific to your organization
e Conduct a compliance gap assessment

e Evaluate network and IT risks

e Prepare necessary documentation

¢ Implement supply chain security requirements
e Perform systems penetration testing

e Organize training for executives and employees

) Dr. Stasys Drazdauskas

Counsel
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-
‘,r A stasys.drazdauskas@sorainen.com

lgnas Sidaras

Counsel

ignas.sidaras@sorainen.com

Indre Peledaite

Partner

indre.peledaite@sorainen.com

Guoda Vdovycyté

Associate

guoda.vdovycyte@sorainen.com

] +370630 71200

incident@sorainen.com


https://www.sorainen.com/service/data-tech/incident-management/?utm_source=cybersec&utm_medium=pdf

